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ABSTRACT: The electronic voting has emerged over time as a replacement to the paper-based voting to reduce the 

redundancies and inconsistencies. The historical perspective presented in the last two decades suggests that it has not 

been so successful due to the security and privacy  observed over time. This paper suggests a framework by using 

effective hashing techniques to ensure the security of the data. The concept of block creation and block sealing is 

introduced in this paper. The introduction of a block sealing concept helps in making the block chain adjustable to meet 

the need of the polling process. The use of consortium block chain is suggested, which ensures that the blockchain is 

owned by a governing body (e.g., election commission), and no unauthorized access can be made from outside. The 

framework proposed in this paper discusses the effectiveness of the polling process, hashing algorithms' utility, block 

creation and sealing, data accumulation, and result declaration by using the adjustable block chain method. This paper 

claims to apprehend the security and data management challenges in block chain and provides an improved 

manifestation of the electronic voting process. 
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I.INTRODUCTION 

 

Voting schemes have evolved from counting hands in early days to systems that include paper, punch card, mechanical 

lever and optical-scan machines. An electronic voting system which is used nowadays provide some characteristic 

different from the traditional voting technique, and also it provides improved features of voting system over traditional 

voting system such as accuracy, convenience, flexibility, privacy, verifiability and mobility. But Electronic voting 

systems suffers from various drawbacks such as time consuming, consumes large volume of paper work, no direct role 

for the higher officials, damage of machines due to lack of  attention, mass update doesn’t allows users to update and 

edit many item simultaneously etc. Therefore by implementing a decentralized Blockchain based server environment 

we can prevent data loss. 

 

II.RELATED WORK 

 

The proposed system is the Biometric online voting system with biometric fingerprint using aadhaar card. It determines 

the particular voter by his/her fingerprint whether he/she is a valid voter or not. It allows particular voter to cast the 

vote online. The polling process continues until the voting time ends and update the database in the server. Biometric 

online voting system uses aadhaar card to retrieve the complete details about the voter. And the votes are stored in a 

blockchain server and viewed to the public this ensure a trustworthy environment. 

 

III.METHODOLOGY 

 

I. Module  
● Admin Login page with default user name and password. 

● Admin can accept or reject an voter request by verifying the user detail and also admin can register another 

admin. 

● User has to scan his aadhar card for verification process. 

● After scanning he should enter his detail and send an request to the admin if the  account get rejected due to 

some reason he will be intimated to register again by admin. 

 

II. Module 
● Admin  can create an election with election type and election constituency. 
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● All the election gets triggered at the given date and time. 

● Verified user has to login and scan his aadhar card if election and user constituency matches user can 

view Election details.   

III. Module 
● User has to scan his registered finger during his registration process. 

● In voting page voter has to scan his finger if the user finger print matches with registered finger print, 

voter can cast his or her vote to the right candidate. 

● Source ASIF an algorithm for recognition of human fingerprints is used to compare two finger print. 

IV. Module 
When user completes his or her voting process votes are stored in Block chain. 

So the voter can trust his votes stored in block chain cannot be changed. 

User can view his or her vote in a pie chart retrieved from block chain. 

SHA256 algorithm has been used to hash the data.  

Admin Can publish the result of each constituency after the election process is fully completed. 

 

IV.EXPERIMENTAL  RESULTS 

 

Voter can cast their votes from anywhere in the country without visiting to voting booths, in highly secured way. 

This will increase the voting percentage in India and reduces the cost of voting process.  

By using biometric fingerprint it provides enough security which reduces the false votes 

The collection of the results is done from the stored data on the blocks through the significant organization of the 

nodes in the blockchain. 

 

 

 
 

Fig.1 Admin login 
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Fig.2 Add Voter Citizen 

 

 
 

Fig.3 Election Result 
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Fig.4 Blockchain 

 

V.CONCLUSION  

Our proposal enables a voter to cast his/her vote through internet without going to voting booth and additionally 

registering himself/herself for voting in advance, proxy vote or double voting is not possible, fast to access, highly 

secure, easy to maintain all information of voting, highly efficient and flexible. Hence, by this voting percentage will 

increase drastically. The using of online voting has the capability to reduce or remove unwanted human errors. In 

addition to its reliability, online voting can handle multiple modalities, and provide better scalability for large elections. 

Online voting is also an excellent mechanism that does not require geographical proximity of the voters. For example, 

soldiers abroad can participate in elections by voting online. 
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