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ABSTRACT: In the current scenario, usage of Internet has revolutionized the entire banking system. People can bank 

anytime, anywhere without having the need to visit the bank branch. This helps customers in saving time by completing 

work at the click of the button. Although, Internet banking is very convenient and fast, it is mired with several security 

issues. Banking institutions have taken several measures to ensure safety measures for their customers while 

performing various transactions online. In this context, an effort has been made to inspect and evaluate the Internet 

banking security measures followed by the selected bank, for example Indian Bank, in Coimbatore district, for the 

benefit of its customers. The present study is carried out with the help of a suitable research instrument. 50 customers 

were selected and with the help of their responses, analysis is made followed by few suggestions [2].  

         As a continually growing financial 

service of electronic commerce, Internet banking requires the development and implementation of a sound security 

procedure. This involves designing effective methods via which users can be authenticated in a remote environment. 

Specifically for Internet banking there is a real need for a way uniquely to identify and authenticate users without the 

possibility of their authenticity being cloned. Some technologies in use have been presented for meeting the security 

requirements for national, regional and global Internet banking assurance. However, there has been little research 

conducted particularly on the creation of secure and trusted pathways. Concentrates on presenting a security framework 

for Internet banking based on discovering and defining these pathways in terms of adequate authentication 

mechanisms. Proposes a framework concerning how to identify security requirements for Internet banking such that the 

transactions being conducted are secured within their respective environments [1]. 

KEYWORDS: Internet Banking, Mobile Banking, Internet Security, Mobile banking security, internet standard etc. 

I. INTRODUCTION 

India has third largest internet population in the world after China and United Stated and presents unmatchable 

developmental prospect for the internet segment in coming years. The banking sector is one of the major beneficiaries 

of the Internet revolution and the growth of banking technology products have been remarkably increasing. The 

prevalent gain of Internet banking is that people can pay out the services sitting at home, without visiting the branch. 

This helps customers to complete their transactions in the fraction of time, thus saving both time and effort. Internet 

banking system proves to be very versatile in completing transactions like balance inquiry, withdrawal, deposits, 

viewing the bank statement, and record of recent transaction. Considering all the advantages, security of the financial 

information of customers is a very major concern of all banks [2].    Authority  card,  QR  

code,  Biometric  systems,  Security  questions  and  E-token  etc.  All  this  security  systems  are developed  to protect  

customer's bank  accounts  from  any black  hat  community  member. bank information can be high level password 

security systems used by different banks and the comparison of nationalized and private sector bank with different 

perspective. Paper is organized as follows. Section II describes Security issues in online banking. Existing survey is 

given in Section III,  which presents  security systems  for online  banking,  comparison of  several  banks in  India  and 

how  to protect yourself online. Find Section IV presents conclusion [1]. 

 

II. LITERATURE SURVEY 
 

Broderick and  et.al, draw out the significance of safety in Internet banking. Broderick and  Vicharapornpuk 

(2002) contemplated the significance of client job in planning and offering quality support in Internet banking. Guraau 

(2002) dissected the situation of web based banking and its administrations. The investigation likewise focuses more 

towards the virtual financial framework. Karjaluoto, Mattila, and Pento (2002) made an end eavor to decide those 

elements that impact the arrangement of shopper demeanor toward electronic banking [1]. Hutchinson and et.al, 
examined the monetary help of electronic business, Internet Banking and its advantages to the clients. In the 

investigation, web banking safety efforts and different strategies for security of clients' information has been examined. 

Rotchanakitumnuai and Speeced (2003) in their examination work tracked down that corporate clients don't 

acknowledge electronic type of banking, which can help banks to carry out this self-administration innovation all the 
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more effectively in the different financial exchanges[2]. Lympero and et.al, assessed the  implication of Internet – 
banking innovation and the presence of various particular components which influence the market. Li and Worington 

(2004) in their functioning paper portrayed linkage between web banking and electronic exercises in the business and 

mechanical occasions. Pikkarainen, Pikkarainen, Karjaluoto, and Pahnila, (2004) featured that electronic financial 

ability had made more up to date uses of banking particularly through internet banking direct system. The creators 

received innovation endorsement model to control the online climate. Singh (2004) in his investigation analyzed the 

crash of web based banking and web banking patterns. The investigation additionally focused on the most recent 

financial innovation items and administrations for the monetary development[3]. Gupta  in his investigation broke 

down the capability of Internet banking and found that its capacity to arrive at every single crevice and hole of the 

world holds incredible importance for a domain like India. Flavián, Guinalíu, and Torres (2006) investigated how 

clients' affectability of ordinary bank directed them to take up the administrations of the web. The scientists found that 

if the client believed the conventional bank then it was plausible that they feel more compelled to utilize the online 

administrations offered by a similar bank. Lichtenstein and Williamson (2006) clarified the factors that impact the 

customer choice, to pick web banking administrations in the Australian setting. Ndubisi and Sinti (2006) talked about 

the effect of web depending on clients' stance, their needs and exercises. The expectation of the investigation was to see 

the web banking selection in Malaysia[4]. Abu-Shanab and et.al,  explored the critical determinants of the selection of 

web banking in Jordan. Kamakodi and Khan (2008) discovered a model change in the Indian financial administrations 

in around a long time since the Indian financial area was changed[5].Uppaldepicted that the Post – LPG (progression, 

privatization and globalization) period and data innovation (IT) time, revolutionalized the essence of Indian banking as 

banks are venturing towards e-banking from conventional banking[6].Lifen, Zhao and et.al,  in their examination 

clarified the jobs of dependence and saw the danger on client's/client's use reason. Khare (2010) in his examination 

portrayed the significance of innovation in socializing client care levels in being utilized purposely and dynamically 

more by administration associations. There are generous measure of studies led at the Indian level and worldwide level 

at the same time, not very many works have zeroed in on the Internet banking, its utilization wellbeing measures and its 

insights, mindfulness level, fulfillment levels, mentalities and conduct of the web banking, security issues, and 

monetary cheats Additionally, considers identifying with the Internet banking security explicitly in the Southern 

Region of Tamil Nadu are amazingly restricted. The current examination is an endeavor to connect this exploration 

hole by considering Internet banking security among the chose Indian Bank clients[7]. 

 

STATEMENT OF PROBLEM: 

In the current situation, the financial area has been seen a mammoth improvement and the ubiquity concerning 

the Internet banking administrations and its items. This improvement has prompted the enormous number of web 

banking exchanges, which are quicker and more helpful method of exchanges, for the bank clients. Banking industry is 

one of the organizations that have utilized the maximum capacity of IT to assist with banking exchanges and increment 

banking administrations and freedoms to its clients. These offices helped a large number of clients to play out their 

exchange whenever anyplace effectively, rapidly and easily with splendors. Be that as it may to help out financial 

exchanges through the Internet, one requirement to have some essential information about PCs and the Internet, which 

partly, limits the quantity of individuals willing to profit this office. Numerous individuals who are not happy with PCs 

and the Internet think that its hard to utilize this help[2]. 

 

OBJECTIVES OF THE STUDY:  

The focal targets of the current examination are - 1. To    break down the clients' insights and mindfulness towards  

Internet banking security; 2. To comprehend the issues looked by clients while utilizing web banking administrations; 

and 3. To    know   effect of the web banking protections among the chose clients in Coimbatore[2]. 

SCOPE OF THE STUDY : 

This investigation gives a manual for the current design of the Internet banking security and features 

mindfulness level of clients for utilizing Internet banking, and their discernment and fulfilment towards Internet 

managing an account with new innovations and its working. This assists with knowing in insights concerning 

improvement in financial industry with progression in innovation. It additionally helps in understanding various 

administrations offered in Internet banking. At last this would help in understanding the advantages of Internet banking 
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to clients just as banking industry[2].Such as Internet scam protection, hacking detector and anti-virus protections, etc. 

These upgrades can provide better discretion to both existing and prospective Internet banking of customers[2]. 

LIMITATION OF THE STUDY: 

This study covers select customers of Indian Bank, ADU campus, Coimbatore and was purely based on 

available primary and secondary data. The sample size for the study was also limited to 50 customers. Further studies 

could be conducted with bigger sample size, so that results could be generalized[2]. 

RESEARCH METHODOLOGY 

Sample DesignThe multi-stage sampling technique was adopted for selection of respondents for the study. The 

customers of Indian Bank, ADU Campus, and Coimbatore were selected in four stages. There are about 1647 Indian 

Bank branches in India, out of which 710 Indian Bank branches are in Tamilnadu, 37 Indian Bank branches are in 

Coimbatore, out of the 37 Indian Bank branches, only ADU Campus (Avinashilingam Institute for Home Science and 

Higher Education for Women) was purposively selected for the study. Sampling Size - In the present study, 50 

customers were taken as sample size[2]. 

BLOCK DAIGRAM OF PROCESS: 

 

APPLICATIONS: 

1. Electronic billing Electronic billing is one of the biggest benefits that e-commerce has brought to both 

consumers and businesses. Banks now offer the ability to automatically pay your bills through their website or 

on their app. Companies can send out electronic invoices to their customers and receive payment 

automatically instead of waiting for and cashing a physical check. The connection between the ability for 

banks to send and receive payment digitally and the rise of e-commerce as a primary driver of sales and 

revenue in many businesses is not a coincidence; it would be nearly impossible to effectively have one without 

the other. 

2.  ID verification Banks can and should take identification very seriously. The job of a credible financial 

institution is to ensure that the person spending is the person who should have access to the funds in the 

account. This has become harder the more technology has advanced. But technology has also helped drive 

innovation in the ability to confirm the identity and other credentials so that customers can conduct their e-

commerce transaction more securely, without the possibility of data being stolen or leaked This identification 

process is not just a protection for the customer, but also for the retailer or vendor. It’s the responsibility of all 

stakeholders – banks and ecommerce retailers alike – to uphold ID verification and customer information 

security standards.  
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3.  Mobile payments Mobile commerce, or m-commerce, is an important part of e-commerce. Mobile focused 

commerce has become a new normal for many people who are now able to buy everything from a dog sitter to 

a plane ticket from their phone. A smartphone has become another important ecommerce tool, however – a 

digital wallet. Customers can now pay for many of their inperson purchases with a smartphone app, whether 

it’s a bank-backed credit card app or an app like Apple Pay which keeps payment options for customers’ 
various financial sources together in one place for easy payment. While mobile payments are more often used 

to describe inperson digital transactions, they are definitely born out of the application of e-commerce in 

banking endeavors. 

4. Digital-only banking E-commerce has enabled app payments and transactions, leading the way for reeducation 

in physical brick and mortar banks. While many large banks with an e-commerce presence do still have in-

person presences in certain communities, many banks have opened as online-only operations, such as Ally. 

Mortgage brokers have joined the only online finance trend as well. Having users interact with their banking 

primarily through an app is in line with how consumers interact with many other parts of their daily lives, 

from paying for coffee to ordering groceries to set doctor’s appointments and more. Online-only banks can 

also offer a better banking experience by often being able to give customers a better interest rate on savings 

accounts or loans because of the money the bank itself was able to save by not having to pay overhead costs 

like rent, etc. 

5.  B2B innovation The e-commerce experience has changed the way B2B buyers anticipate buying and selling 

experiences to go. This has largely been due to the implication of e-commerce in banking in B2C spheres. E-

commerce has enabled banks to offer faster account opening, digital invoice payment. 

III. RESULTS 

YEAR DISCRIPTION 

2002 client job in planning and offering quality support in 

Internet banking 

2003 web banking safety efforts and different strategies for 

security of clients' 

2006 his investigation broke down the capability of Internet 

banking 

2007 explored the critical determinants of the selection of web 

banking 

2008 banks are venturing towards e-banking from conventional 

banking 

2010  examination portrayed the significance of innovation in 

socializing client care levels in being utilized purposely 

 

IV. CONCLUSION 

To sum up, the current study analyzed the Internet banking customers in the Coimbatore district to understand 

various aspects of Internet banking services, and the concerns on security measures by the consumers. The outcome of 

the research work on the Internet banking helped to identify the precautionary checklist open to for a number of issues 

in the internet banking era. Furthermore, a supreme and powerful security policy employed by the banks and legislation 

instituted by local or state Governments should be in use and obligatory in order to improve security in Internet 

banking systems. In addition, the banks should provide enhanced, new and improved hi-tech security measures such as 

Internet scam protection, hacking detector and anti-virus protections, etc. These upgrades can provide better discretion 

to both existing and prospective Internet banking customers[2]. 
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