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ABSTRACT: Face recognition technology has a lot of economic potential and is in high demand given the emergence of 

the big data era in the world and its increasing prospects. The goal of this paper is to develop a real-time video processing-

based facial recognition attendance system. 

 

The accuracy rate of the face recognition system during actual check-in, the stability of the face recognition attendance 

system with real-time video processing, the truancy rate of the face recognition attendance system with real-time video 

processing, and the interface settings of the face recognition attendance system using real-time video processing are the 

main four directions this article sets for thinking about the problems. 

 

KEYWORDS: Video processing, face recognition technology, face recognition attendance, attendance system and video 

recognition. 

I. INTRODUCTION 

 Maintaining student engagement and accurately recording attendance are crucial aspects of effective classroom 

management. Traditional methods often rely on manual roll calls or visual monitoring, which can be time-consuming and 

prone to errors. 

This research explores the potential of facial recognition technology to address these challenges. Facial recognition is a 

biometric security system that can identify individuals based on their facial features.  While it has primarily been used in 

security and law enforcement applications, recent advancements have opened doors for its exploration in other domains, 

including education. 

 This project investigates the development and evaluation of a facial recognition system designed for the classroom 

environment.  Our aim is to assess its effectiveness in enhancing student engagement and automating attendance recording. 

This introduction achieves several things: 

 Highlights the importance of engagement and attendance. 

 Identifies limitations of traditional methods. 

 Introduces facial recognition and its potential benefits. 

 States the project's objective and focus. 
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II. WHAT IS FACIAL RECOGNITION – DEFINITION AND EXPLANATION 

Facial recognition: What is it? 

A person's identity can be verified or identified with facial recognition technology. In real time or in pictures, persons can 

be identified using facial recognition software. 

Within the domain of biometric security is facial recognition. Voice, fingerprint, and iris or retinal recognition software are 

examples of additional biometric software. Though interest in other applications is growing, security and law enforcement 

are the primary uses of the technology. 

What is the process of facial recognition? 

Although this is just one usage for face recognition technology, many people are familiar with it via the FaceID feature that 

unlocks iPhones. Generally, facial recognition identifies and recognizes one person as the exclusive owner of the device, 

restricting access to others, without the need for a large library of images to establish an individual's identification. 

Facial recognition functions beyond phone unlocking by comparing the faces of individuals passing in front of specific 

cameras to pictures of those who are on a watch list. Pictures of anyone, even those who are not accused of any 

wrongdoing, may be found on watch lists. The photos may originate from any source, including our social media accounts. 

Systems for facial technology can differ. 

Step 1: Recognition of faces 

Whether a face is amid a crowd or not, the camera finds and recognizes its picture. The person in the picture can be facing 

front or sideways. 

Step 2: Examining the face 

After that, a picture of the face is taken and examined. Because 2D images are easier to match with public or database 

photos, most facial recognition technology uses 2D images rather than 3D ones. The facial geometry is interpreted by the 

program. The length of your eyelashes, the width of your eye sockets, the separation between your forehead and chin, the 

form of your cheekbones, and the features of your lips, ears, and chin are all important variables. Finding the facial 

landmarks that are essential to differentiating your face is the goal. 
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Step 3: Creating data from the image 

Based on the subject's facial traits, the face capture procedure converts analog information—a face—into a collection of 

digital information—data. The study of your face is effectively reduced to a formula. We refer to the numeric code as a 

faceprint. Everybody has a distinct faceprint, just as thumbprints are unique. 

Step4: Locating a compatible 

Next, your faceprint is compared to a database of other people's faces that are known. For instance, the FBI can view up to 

650 million images that are taken from different state databases. Any Facebook photo that has been labeled with a user's 

name is added to the database, which can be utilized for facial recognition purposes. A determination is made if your 

faceprint matches an image stored in a facial recognition database. 

It is thought that facial recognition is the most natural biometric assessment of all. This makes intuitive sense, as facial 

recognition is more common than fingerprints and iris recognition when it comes to identifying ourselves and others. More 

than half of people on the planet are thought to routinely interact with facial recognition technologies. 

The Applications of Facial Recognition 

There are several uses for the technology. Among them are: 

Opening Mobile Devices 

Face recognition is a feature that many phones, including the latest iPhones, employ to unlock the device. The technology 

makes crucial data inaccessible in the event that the phone is stolen and provides a strong means of protecting personal 

information. Apple states that there is a one in a million chance that a random face will unlock your phone. 

Law Enforcement 

Law enforcement often uses facial recognition technology. As per the NBC report, police enforcement organizations in the 

US and other nations are getting more and more equipped with technology.   
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III. HOW FACE RECOGNITION WORKS 

Facial recognition algorithms are capable of recognizing more than just fundamental features like eye spacing and chin 

shape. Using a denser network of facial landmarks—points on the face—are some more advanced techniques. One 

approach makes use of a 128-point set. These points represent facial characteristics, like the brow, lips, nose, and cheeks, 

more precisely. 

The approach can capture variances in facial anatomy. This can be particularly useful in situations where more traditional 

face recognition methods could struggle, such recognizing faces in variable illumination, from different perspectives, or 

with partial occlusions (like glasses). The additional detail that the 128 points offer allows for a more accurate and 

dependable portrayal of a person's face for identification purposes. 

Beyond basic features, facial recognition can delve deeper. A technique utilizing 128 facial landmark points offers a more 

precise map of a face. This captures variations in facial structure, improving recognition under challenging conditions like 

varying lighting, angles, or even partial obstructions.  The increased detail provided by these 128 points translates to a more 

reliable and accurate representation for facial identification. 

 

 

 
 

The code accesses the picture directory upon code initialization.  We have finished scanning and encoding the image files. 

After the encoding process is finished, it accesses the camera to record in real time before looking for faces. Next, it 

contrasts the encoded and live recording's human faces. If the faces match, a message is sent to the student's mentor, an 

excel file is opened, and the names of the bunkers are noted. 
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IV. CASE STUDY 

I. 2023 October 

In October 2023, a facial recognition system was used in a classroom to automatically record attendance. This case study 

examines the development and evaluation of that system. Traditional methods, such human roll calls or visual surveillance, 

can be labor-intensive and prone to errors. Facial recognition offers a potential solution by identifying pupils based on 

features of the face that a camera has recorded. 

First and foremost, the system's precision and efficiency. Facial data from trial participants was added to a secure database. 

As soon as the kids entered the room, the system snapped their photos, matched them to the database, and quickly updated 

the attendance records. The project then compared the manually collected roll call data from October 2023 with the 

recorded attendance data in order to evaluate the efficacy of the technology. 

This pilot project's objective was to assess facial recognition technology's feasibility and effectiveness for tracking 

attendance. The parts that follow will display the findings. These sections will address the accuracy rate analysis of the 

system, user acceptance feedback from instructors and students, and a discussion of any potential downsides and ethical 

considerations. 

II. A Look Back (1990s) 

With a particular focus on the 1990s, this case study examines the early attempts to use facial recognition technology for 

attendance purposes historically. Although facial recognition technology has advanced recently, its use in educational 

contexts has not received as much attention as it could. 

Facial recognition technology was still in its infancy in the 1990s. Universities and research facilities having access to 

cutting-edge computing resources were the focus of pioneering initiatives. Compared to more recent systems, these earlier 

ones frequently used simpler algorithms and produced lower-resolution images. 

The purpose of these preliminary experiments was to evaluate the technological difficulties and viability of facial 

recognition for attendance.  Due to technological constraints as well as outside influences such different illumination and 

students wearing hats or glasses, accuracy rates were lower. Concerns concerning user acceptability were also raised by 

several students, who expressed privacy concerns about the collecting of facial data. 

Notwithstanding these drawbacks, the trials conducted in the 1990s set the stage for further developments. They outlined 

the possible advantages of facial recognition technology for automating attendance, but they also made clear the need for 

ethical and technical advancements. The route for the more advanced systems being created and assessed today was cleared 

by this early exploration. 

This case study serves as a helpful reminder of how facial recognition technology is always developing. It is imperative that 

we draw lessons from the past experiences and make sure that user privacy, accuracy, and ethical data management are 

given top priority in future implementations. 

V. CONCLUSION 

This study looked into the possibility of using facial recognition software to automatically record attendance in a classroom. 

Upon entering the classroom, the established system took pictures of the students and matched them to a secure database, 

which immediately updated attendance records. to determine the system's viability and efficacy, the study compared the 

system's performance against manually gathered roll call data.The results will offer insightful information for further study 

and application.  The accuracy rate of the system will be an important part of the analysis. A high accuracy rate indicates 

how consistently the system records student attendance.  Nonetheless, a number of variables can affect accuracy, including 
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changes in lighting, facial occlusions (such as masks or spectacles), and database administration techniques. These elements 

should be taken into account, and possible ways to lessen their impact should be investigated. 

User acceptability and ethical considerations can be covered in the second paragraph of the conclusion.  It is important to 

take into account the comments provided by teachers and students about privacy issues and convenience of use. The 

examination ought to go into the ways in which system architecture, lucid communication, and compliance with data 

privacy laws might allay these worries.  In the end, the conclusion need to balance the advantages of automation and 

efficiency with any potential drawbacks and user concerns, opening the door for the ethical development and application of 

facial recognition technology in learning environments. The evaluation will assess the system's accuracy and its impact on 

factors like lighting, occlusions, and data management. It will also explore user acceptance and ethical considerations to 

guide responsible implementation in educational settings. 
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